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Author of  📖   

Machine Learning with Amazon 

SageMaker Cookbook

80 proven recipes for data scientists and 

developers to perform machine learning 

experiments and deployments



Data Collection

Data Preparation and Cleaning

Data Visualization and Analysis

Feature Engineering

Model Training and Parameter Tuning

Model Evaluation

Model Deployment



CLASS IMBALANCE

DPPL

TREATMENT EQUALITY



CYBERSECURITY 
ATTACK CHAIN



SHORT-TERM FINANCIAL 
OBJECTIVES VERY HIGH

LONG-TERM FINANCIAL 
OBJECTIVES HIGH

CLIENT AND CUSTOMER 
HAPPINESS HIGH

COMPLIANCE LOW



ML SERVICE

CUSTOM IMPLEMENTATION

CONFIGURATION





JUPYTER NOTEBOOK

LIBRARIES, 
FRAMEWORKS,  

PACKAGES, AND 
DEPENDENCIES

CUSTOM CODE DATASET

INFRASTRUCTURE

ML SERVICE





ML SERVICE

CUSTOM CODE DOCKER
CONTAINER IMAGE

MODEL 
ARTIFACTS

CONFIGURATIONDATASET



BUILT-IN ALGORITHM + SAGEMAKER ENDPOINT

MODEL DEPLOYED IN AN EC2 INSTANCE

MODEL DEPLOYED IN A CONTAINER IN AN  EC2 INSTANCE

MODEL DEPLOYED INSIDE A LAMBDA FUNCTION

LAMBDA TRIGGERING A SAGEMAKER ENDPOINT

MODEL DEPLOYED IN FARGATE

CUSTOM CONTAINER + SAGEMAKER ENDPOINT



ML SERVICE

CUSTOM CODE DOCKER
CONTAINER IMAGE

INFERENCE 
ENDPOINT

CONFIGURATIONMODEL 
ARTIFACTS





NETWORK 
ISOLATION



MANUAL 
APPROVAL



AUTOMATED
VULNERABILITY 

MANAGEMENT



VULNERABILITY 
ASSESSMENT TOOL



(SECURE)
INFRASTRUCTURE AS CODE



{
  'key': 'value'
}



{
  'key': 'value'
}



{
  'key': 'value'
}



ACCOUNT ACTION 
MONITORING



LAMBDA + SCIKIT-LEARN

PREDICTION ENDPOINT

API GATEWAY

LAMBDA + TENSORFLOW

PREDICTION ENDPOINT

API GATEWAY

LAMBDA + FB PROPHET

PREDICTION ENDPOINT

API GATEWAY



RESTRICTIVE IAM 
PERMISSIONS



PRINCIPLE OF 
LEAST PRIVILEGE





IMPACT ON COST?
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