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Choosing Right Tools
It is important to choose right tools to build Go project for the stability of project

- Configuration
- Logging
- Artifact Generation
- Code Quality Checker
- Vulnerability Scanning
- CI/CD
- Infrastructure as Code
- Payment System



Golang Modular Projects
go mod init github.com/huseyinbabal/quizzer



Configuration
Koanf ( https://github.com/knadh/koanf ) 

https://github.com/knadh/koanf


Configuration
Twelve-Factor App ( https://12factor.net/ ) 

https://12factor.net/


Logging
Zap ( https://github.com/uber-go/zap )

https://github.com/uber-go/zap


Go Releaser
It helps you to build cross-platform artifacts and release them to various platforms.

Create .goreleaser.yml and run goreleaser build/release --clean



Building Executables



Docker Image Generation



Code Quality Check
Golangci-lint ( https://golangci-lint.run/ )

Create .golangci.yml and run golangci-lint run

Linters https://golangci-lint.run/usage/linters/

https://golangci-lint.run/


Continuous Integration
With the help of Github Actions, we can test, verify project also generate artifacts to 
use in production example



GH Example



Output



Where to ship those artifacts?
We can easily deploy those artifacts to Kubernetes. However, we need to handle IaC 
first to have up and running K8s environment

Terraform Cloud is a good candidate to connect your repo to Terraform Cloud and 
maintain the underlying infrastructure



Payment System
Stripe

Subscription & Subscription Item ( https://stripe.com/docs/api/subscriptions )

Metered Billing ( https://stripe.com/docs/api/usage_records )

https://stripe.com/docs/api/subscriptions
https://stripe.com/docs/api/usage_records


Subscribe Customer



Metered Billing, Create Usage Record



ArgoCD



Confidential Data
Secrets can be passed to application via environment variables by syncing from secret 
resources. 

Those secret resource can be managed by External Secrets project

https://external-secrets.io/v0.8.1/ 

https://external-secrets.io/v0.8.1/




Public Access
It can be handled by Cloudflare, hopefully they have TF Provider



Certificate Management
Cert-Manager helps you to manage your certificates in k8s, it has good integration 
with letsencrypt

https://cert-manager.io/docs/installation/helm/ 

https://cert-manager.io/docs/installation/helm/


Helm install



Cert Configuration



Ingress integration



Showcase


