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Tag resources properly



Avoid insecure defaults and 
regularly check for announcements 

in cloud platforms



Secret Management & 
Permission Management
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Track and manage changes 
using version control tools
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Use pipelines to analyze security vulnerabilities automatically



Be careful when managing 
resources with IaC in pipelines!
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POISONED PIPELINE EXECUTION

😱



Protect specific resources from 
accidental deletion or modification



THE END
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