
Observability Passport: 
Navigating the What, 
Where, and When of 
Your Frontend App

Vadim Tsaregorodtsev • ETG



Frontend Guild Lead
Transportation Products

FrontOps, DevEx

Vadim Tsaregorodtsev



А кто сломал?

Я спрашиваю, кто сломал, ГА?

Something broke

Who did this, HA!?





А кто сломал?

Я спрашиваю, кто сломал, ГА?

How can we really know 
that a product works and 

works properly?





Three Pillars of Observability

Metrics
Traces

Logs



In this presentation you learn…

- Monitoring and Observability
- Metrics and their types
- Pure technical metrics
- SLA, SLO, SLI
- Observability Passport



Metrics
Technical
- CPU usage
- RAM usage
- API response time

Business

- Conversion 
- Retention
- Revenue



Hybrid metrics
Web Vitals
- FCP
- LCP
- TTFB

Error Rate

- 500
- 499



SLA
SLO

SLI
Schni Schna Schnappi…



ServiceLevelAgreement

SLO
SLI

Schni Schna Schnappi…



ServiceLevelAgreement

ServiceLevelObjective

SLI
Schni Schna Schnappi…



ServiceLevelAgreement

ServiceLevelObjective

ServiceLevelIndicator

Schni Schna Schnappi…



How do these metrics 
help to solve problems?

- Evaluate the current service 
level

- Help prioritize tasks
- Help communicate with 

business



Error Budget

EB = 100% – 99.(9)%



What does Error Budget affect?

- Determines priorities
- Simplifies decision making
- Helps find balance



Monitoring != Observability



alert

Monitoring != Observability



Monitoring != Observability



А кто сломал?

Я спрашиваю, кто сломал, ГА?

How can we really know 
that a product works and 

works properly?





What's in my passport?
- Error tracker (Sentry)



How to analyze code?

- Linting
- Testing
- Scanning





SLO = 0
Number of critical vulnerabilities in production. If the 
number is greater than 0, nothing new is rolled out.





What’s common 
in all SLA’s?
- Identify areas to monitor
- Define – what is an error?
- Set an error budget
- Collect error/metric data
- Visualize data in dashboards
- Set up alerts as needed
- Assign owners and define 

response protocols for incidents



- Error tracker (Sentry)
- Code scanning + SLA for vulnerabilities 

(DefectDojo)
- Basic technical metrics (prom-client)
- Logs (Kibana)

What's in my passport?



Logs – records of some events

{ time: 08:00, x-request-id: 1 }
{ time: 08:01, x-request-id: 2 }
{ time: 08:02, x-request-id: 3 }



Traces – records of all events

{ …request-id: 1 }

{ …request-id: 2 }

{ …request-id: 3 }

{ …request-id: 4 }{Trace





Profiles – detailed records

{ 
   step: warm_up, time: 12ms, mem: 12b,
   step: get_data, time: 200ms, mem: 242b,
   step: process, time: 137ms, mem: 44b,
   …
}

Profile





- Error tracker (Sentry)
- Code scanning + SLA for vulnerabilities 

(DefectDojo)
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- Logs (Kibana)
- Profiling (Sentry)

What's in my passport?
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- Basic technical metrics (prom-client)
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- Error tracker (Sentry)
- Code scanning + SLA for vulnerabilities 

(DefectDojo)
- Basic technical metrics (prom-client)
- Logs (Kibana)
- Profiling (Sentry)
- Product analytics (Mixpanel)
- SLA for availability
- Test coverage
- Swagger

What's in my passport?




